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Abstract – The North American Synchrophasor Initiative (NASPI) Data Network Management Task Team (DNMTT) has issued a Request for Proposal (RFP) for a specification of the NASPI Network (NASPInet).  This specification is to satisfy requirements set down by the DNMTT for two major elements of the NASPInet: the NASPInet Data Bus and NASPInet Phasor Gateways.  This paper describes the role of Phasor Gateways (PGWs) and their relationship to Phasor Data Concentrators (PDCs) and Phasor Measurement Units (PMUs).
Summary of PDC Requirements
Phasor Data Concentrators (PDC) correlate data by time tag and then broadcast the combined data for processing within an organizational unit.  Generally speaking, there is no expectation that PDC data will be sent directly from one entity to another over the NASPInet without going through at least two PGWs, one for each organization. However, PDCs will be expected to accept PMU data from PGWs as though it was coming directly from the PMU and not through NASPInet’s Data Bus.  This must  include temporal data synchronization.
Within an organizational entity, traffic to and from PDCs must conform to IEEE standard C37.118.  This is not considered a requirement for all traffic beyond the PGW because it is expected that additional control and administrative traffic is required that is not supported by C37.118.
PDCs verify the integrity and completeness of the data stream from the PMUs and ensure delivery of the data to local data consumers, including Phasor Gateways.  The Phasor Gateways verify the access rights and control the flow of traffic out to NASPInet clients and in from NASPInet servers.
The PDC will capture data on a continuous basis and archive long term data to the server.  Each organization will have primary responsibility for the historical record of data from its PMUs and the PDCs are expected to either be the main system on which the historical archive is kept, or from which the historical archive is managed.  
The PDC software will reside on the server connected to user Network.  The software that operates the PDC is completely contained within the organizational units network.  No part of the PDC is directly exposed to NASPInet. 
The PDC handles the temporary capture of data of unspecified time duration.  The PDC acts as the principal buffer between data sources (PMUs) and data sink (applications).  One would at least one PDCs between any given PMU and application, and if the data is transmitted over the NASPInet data bus, most likely two PDCs would be involved, one in each organizational unit.

The PDC must be capable of handling data from a large number of PMUs (75 or higher based on Eastern and / or Western North America’s present installed based phasors).  This is in contrast to the PGW, which does not buffer data, but may be required to handle large number of pub/sub connections.
Summary of PGW Requirements
The PGWs must manage data flow according to service class.  PDCs do not alter their behavior based on service class of the traffic, although PDCs are expected to provide service class information arising from incoming PMUs to outgoing streams as appropriate.
The PGWs handle compliance with naming conventions data flowing over NASPInet. PDCs need not responds to or utilize the NASPInet naming convention used on the Data Bus although they can if the user wants.  

The PGWs support C37.118 for phasor data traffic.  This is to allow direct flow of phasor data from PDC through PGWs over NASPInet data bus back through PGW and into another PDC without significant data conversion.

The PGWs implement new protocols for all other traffic, e.g., administrative, access control.  Such traffic is does not affect PDCs and is never delivered to PDCs.

The PGWs address end-to-end Quality of Service for both data and control traffic.  This is not handled by PDC and does not directly affect PDC requirements.
The PGWs are responsible for all cyber-security in NASPInet.  It is assumed that within an organizational unit all phasor data traffic is trusted and PDC do not need to address cyber-security matters related to NASPInet.

 The PGWs handle all emergency mode management and operations.  No additional requirements exist for PDCs to handle off-normal situations.
The PGWs implement the trust management systems for NASPInet.  This is not a PDC function.

The PGWs are the primary instrumentation data collection point for NASPInet.  This is not a PDC function.

The PGWs are the only point at which traffic flow management is implemented.  The expectation is that there is sufficient infrastructure within an organizational unit to ensure that data delivery from the PMU to the PDC meets the demands.  The PDCs do not need to consider traffic flow management.
The PGWs implement failure modes and event notification.  This is not a PDC function.  The PDC is only required to pass along the failure mode flags generated by the PMU and act accordingly (e.g., drop bad data, tag questionable data).

The PGWs implement data and task logging.  This is not a PDC function.
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